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What is a privacy notice? 

 
A privacy notice is a statement that discloses some or all of the ways in which the practice gathers, uses, discloses 
and manages a patient’s data. It fulfils a legal requirement to protect a patient’s privacy. 
 

Why do we need one? 

 
To ensure compliance with the General Data Protection Regulation (GDPR), Maylands Healthcare must ensure 
that information is provided to patients about how their personal data is processed in a manner which is: 

 Concise, transparent, intelligible and easily accessible; 

 Written in clear and plain language, particularly if addressed to a child; and 

 Free of charge 
 

What is the GDPR? 

 
The GDPR replaces the Data Protection Directive 95/46/EC and is designed to harmonise data privacy laws 
across Europe, to protect and empower all EU citizens’ data privacy and to reshape the way in which organisations 
across the region approach data privacy. The GPDR came into effect on 25 May 2018. 
 

How do we communicate our privacy notice? 

 
At Maylands Healthcare, the practice privacy notice is displayed on our website, through signage in the waiting 
room, and in writing during patient registration (by means of this leaflet). We will: 

 Inform patients how their data will be used and for what purpose 

 Allow patients to opt out of sharing their data, should they so wish 
 

What information do we collect about you? 

 
We will collect information such as personal details, including name, address, next of kin, records of appointments, 
visits, telephone calls, your health records, treatment and medications, test results, X-rays, etc. and any other 
relevant information to enable us to deliver effective medical care. 
 

How do we use your information? 

 
Your data is collected for the purpose of providing direct patient care; however, we can disclose this information 
if it is required by law, if you give consent or if it is justified in the public interest. The practice may be requested 
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to support research; however, we will always gain your consent before sharing your information with medical 
research databases such as the Clinical Practice Research Datalink and QResearch or others when the law allows.  

Maintaining confidentiality 

 
We are committed to maintaining confidentiality and protecting the information we hold about you. We adhere 
to the General Data Protection Regulation (GDPR), the NHS Codes of Confidentiality and Security, as well as 
guidance issued by the Information Commissioner’s Office (ICO).  
 

Risk stratification 

 
Risk stratification is a mechanism used to identify and subsequently manage those patients deemed as being at 
high risk of requiring urgent or emergency care. Usually this includes patients with long-term conditions, e.g. 
cancer. Your information is collected by a number of sources, including Maylands Healthcare; this information is 
processed electronically and given a risk score which is relayed to your GP who can then decide on any necessary 
actions to ensure that you receive the most appropriate care.  
 

Medicine Management 

 
The Practice may conduct Medicines Management Reviews of medications prescribed to its patients. This service 
performs a review of prescribed medications to ensure patients receive the most appropriate, up to date and cost 
effective treatments. 
 
The Care.Data programme – collecting information for the health of the nation 
 
How do we maintain the confidentiality of your records? 
 
We are committed to protecting your privacy and will only use information collected lawfully in accordance with: 
 

 Data Protection Act 2018 and General Data Protection Regulation 2016 

 Human Rights Act 1998 

 Common Law Duty of Confidentiality 

 Health and Social Care Act 2012 

 NHS Codes of Confidentiality, Information Security and Records Management 

 Information: To Share or Not to Share Review 
 
Every member of staff who works for an NHS organisation has a legal obligation to keep information about you 
confidential. 
 
The practice will only ever use or pass on information about you if others involved in your care have a genuine 
need for it. We will not disclose your information to any third party without your permission unless there are 
exceptional circumstances (i.e. life or death situations), where the law requires information to be passed on and / 
or in accordance with the new information sharing principle following Dame Fiona Caldicott’s information 
sharing review (Information to share or not to share) where “The duty to share information can be as important 
as the duty to protect patient confidentiality.” This means that health and social care professionals should have 
the confidence to share information in the best interests of their patients within the framework set out by the 

https://www.england.nhs.uk/ourwork/tsd/care-data/
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Caldicott principles. They should be supported by the policies of their employers, regulators and professional 
bodies. 
 

Invoice validation 

 
Your information may be shared if you have received treatment, to determine which Clinical Commissioning 
Group (CCG) is responsible for paying for your treatment. This information may include your name, address and 
treatment date. All of this information is held securely and confidentially; it will not be used for any other purpose 
or shared with any third parties.  
 

Our partner organisations 

 
We may also have to share your information, subject to strict agreements on how it will be used, with the following 
organisations; 
 

 NHS Trusts / Foundation Trusts 

 GP’s 

 NHS Commissioning Support Units 

 Independent Contractors such as dentists, opticians, pharmacists 

 Private Sector Providers 

 Voluntary Sector Providers 

 Ambulance Trusts 

 Clinical Commissioning Groups 

 Social Care Services 

 Health and Social Care Information Centre (HSCIC) 

 Local Authorities 

 Education Services 

 Fire and Rescue Services 

 Police & Judicial Services 

 Voluntary Sector Providers 

 Private Sector Providers 

 Other ‘data processors’ which you will be informed of 
 
You will be informed who your data will be shared with and in some cases asked for explicit consent for this 
happen when this is required. 
 
We may also use external companies to process personal information, such as for archiving purposes. These 
companies are bound by contractual agreements to ensure information is kept confidential and secure. 
 
We use a facility called GP Connect to support your direct care. GP Connect makes patient information available 
to all appropriate clinicians when and where they need it, to support direct patients care, leading to improvements 
in both care and outcomes. 
 
GP Connect is not used for any purpose other than direct care. 
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Authorised Clinicians such as GPs, NHS 111 Clinicians, Care Home Nurses (if you are in a Care Home), 
Secondary Care Trusts, and Social Care Clinicians are able to access the GP records of the patients they are treating 
via a secure NHS Digital service called GP connect.  
 
The NHS 111 service (and other services determined locally e.g. Other GP practices in a Primary Care Network) 
will be able to book appointments for patients at GP practices and other local services. 
 

Opt-outs 

 
The national data opt-out programme affords patients the opportunity to make an informed choice about whether 
they wish their confidential patient information to be used for their individual care and treatment or also used for 
research and planning purposes. Patients who wish to opt out of data collection will be able to set their national 
data opt-out choice online. An alternative provision will be made for those patients who are unable to or do not 
want to use the online system. 
 

Legal basis for sharing this data 

 
In order for your Personal Data to be shared or processed, an appropriate “legal basis” needs to be in place and 
recorded. The legal bases for direct care via GP Connect is the same as the legal bases for the care you would 
receive from your own GP, or another healthcare provider: 
 

 for the processing of personal data: Article 6.1 (e) of the UK GDPR: “processing is necessary for the 
performance of a task carried out in the public interest or in the exercise of official authority vested in the 
controller”. 

 for the processing of “Special Category Data” (which includes your medical information): Article 9.2 (h) 
of the UK GDPR:  “processing is necessary for the purposes of preventive or occupational medicine, for 
the assessment of the working capacity of the employee, medical diagnosis, the provision of health or 
social care or treatment or the management of health or social care systems and services”. 

 

ACR project for patients with diabetes (and/or other conditions) 

 
The data is being processed for the purpose of delivery of a programme, sponsored by NHS Digital, to monitor 
urine for indications of chronic kidney disease (CKD) which is recommended to be undertaken annually for 
patients at risk of chronic kidney disease e.g., patients living with diabetes. The programme enables patients to 
test their kidney function from home. We will share your contact details with Healthy.io to enable them to 
contact you and send you a test kit.  This will help identify patients at risk of kidney disease and help us agree 
any early interventions that can be put in place for the benefit of your care. Healthy.io will only use your data for 
the purposes of delivering their service to you. If you do not wish to receive a home test kit from Healthy.io we 
will continue to manage your care within the Practice. Healthy.io are required to hold data we send them in line 
with retention periods outlined in the Records Management code of Practice for Health and Social Care. Further 
information about this is available at: http://minuteful.com/.   
 

Accessing your records 

http://minuteful.com/
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You have a right to access the information we hold about you, and if you would like to access this information, 
you will need to complete a Subject Access Request (SAR). Please ask at reception for a SAR form and you will 
be given further information. Furthermore, should you identify any inaccuracies, you have a right to have the 
inaccurate data corrected.  

What to do if you have any questions 

 
Should you have any questions about our privacy policy or the information we hold about you, you can: 
 

1. Contact the practice’s data controller via email at NELondonICB.F82008Discharge@nhs.net. GP 
practices are data controllers for the data they hold about their patients1     

2. Write to the data controller at Maylands Healthcare, 300 Upper Rainham Road, Hornchurch, Essex, 
RM12 4EQ 

3. Ask to speak to the practice manager Ruth Thacker 
 

The Data Protection Officer (DPO) for Maylands Healthcare is Mr Nicholas Murphy-O’Kane and he is based at 
North East London CCG.  
 

Change of Personal Details 

 
It is important that you tell the person treating you if any of your details such as your name or address or contact 
telephone numbers have changed or if any of your details such as date of birth is incorrect in order for this to be 
amended. You have a responsibility to inform us of any changes so our records are accurate and up to date for 
you. 
 

Notification 

 
The Data Protection Act requires organisations to register a notification with the Information Commissioner to 
describe the purposes for which they process personal and sensitive information. 
 
This information is publicly available on the Information Commissioners Office website www.ico.org.uk 
 
The practice is registered with the Information Commissioners Office (ICO). 
 
Who is the Data Controller? 
 
The Data Controller is responsible for keeping your information secure and confidential. 
 

Complaints 

 

                                                                        
1 BMA GPs as data controllers under the GDPR 

mailto:NELondonICB.F82008Discharge@nhs.net
https://www.bma.org.uk/advice-and-support/ethics/confidentiality-and-health-records/gps-as-data-controllers-under-gdpr
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In the unlikely event that you are unhappy about how your information is managed by the Practice, please contact 
the Practice at the following address: 
 
Maylands Healthcare 
300 Upper Rainham Road 
Hornchurch 
Essex, RM12 4EQ 
If you are not satisfied with the outcome of your complaint to the Practice you have the right to lodge a complaint 
with the ICO. For further details, visit https://ico.org.uk/ and select ‘Raising a concern’.  
 

Review 

 
We regularly review our privacy policy and any updates will be published on our website, in our newsletter and on 
posters to reflect the changes. This policy is to be reviewed annually on 1st of March.  
 

https://ico.org.uk/

